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Who is Fortinet?

Fortinet is a global leader in cybersecurity, delivering a
broad, integrated and automated security falbric to enable
customers to accelerate their digital journey.
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our mission

is to secure people,
devices, and data
everywhere

our vision

Making possible a
digital world you
can always trust
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Fortinetis recognized as a Leader in 2 Gartner 2020 Magic Quadrant Reports:

Gartner

Network Firewalls -&- WAN Edge Infrastructure

Fortinet is also recognized in 4 additional Gartner
2019/2020 Magic Quadrant Reports, including a
wide range of technologies:

Web Application Firewall SIEM

Wired and WLAN Endpoint Protection Platforms*

And Fortinet is mentioned as a ‘Vendor To
Consider’ in 2 additional Gartner 2020 Magic
Quadrant Reports:

Secure Web Gateway @ Secure Web Gateway

And Fortinet is listed in 6 Gartner Market Guides
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Gartner is a registered trademark and service mark of Gartner, Inc. andj/or its affiliates in the U.S. and internationally and is used herein with permission. Al rights reserved.
Gartner does not endorse any vendor, product or service depicted in its research publications, and does not advise technology users to select only those vendors with the
highest ratings or other designation. Gartner research publications consist of the opinions of Gartner’s Research & Advisory organization and should not be construed as
statements of fact. Gartner disclaims all warranties, express or implied, with respect to this research, including any warranties of merchantability or fitness for a particular
purpose. *This report last publishes in 2019 and is provided here for historical purposes.



Recognized as aleader for Network Firewalls and WAN Edge Infrastruture

2020 Magic Quadrant for 2020 Magic Quadrant for
Network Firewalls WAN Edge Infrastructure

Figure 1. Magic Guadrant for Network Firewalls
Figure 1. Magic Quadran! for WAN Edge Infrastructure
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#1Network Security Innovator

Nearly 3X US patents of the nearest comparable competitor
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#1Security
Innovator

Competitor data based on
patents issued as listed by the US.
Patent and Trademark Office as of
December 31, 2020

673 U.S. Patents
43 International Patents
71 6 Global Patents



Fortinet - #1 Most Deployed Network Security Solution
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Fortinet is the only company to excel at all key stages of Network Security

Detection Prevention & Remediation Integration Performance & Value
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100s of companies <50 <5
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Fortinet Security Fabric

Broad

visibility and protection of the entire digital
attack surface to better manage risk

Integrated

solution that reduces management
complexity and shares threat intelligence

Automated

self-healing networks with Al-driven
security for fast and efficient operations

Source: Why Fortinet Guide, Fortinet partner portal
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Digital Security, everywhere you need it

FortiGuard Security Services

Content Security User Security

Web Security Device Security

Advanced
SOC/NOC

Zero Trust Access

®

= ©

FortiClient FortiNAC
(=) (==
FortiToken FortiAuthenticator

Source: Why Fortinet Guide, Fortinet partner portal

FortiXDR

FortiSandbox

FortiDeceptor

FortiAl

FortiAnalyzer

@

FortiISOAR

@ Security-Driven Networking

LAN Edge

((®)

FortiAP

xX

FortiSwitch

WAN Edge

FortiGate
SD-WAN

FortiExtender

DC Edge

FortiGate

@

FortiProxy

Fabric Management Center - SOC

-

FortiSIEM

A

FortiGuard MDR
Service

Cloud Edge

&

FortiSASE

FortilSolator

- Fabric Management
Center - NOC

]

@ Open Ecosystem

ala
FortiManager
Connector Fabric API
FortiCloud
OO K,:fa)‘
Y N
5 o FortiMonitor
'\l\]\f DevOps Extended Fabric
Ecosystem
@ Adaptive Cloud Security
Network Platform Applications

°
11 y<H & & o X
"
FortiGate Cloud FortiCASB FortiCWP FortiWeb FortiMail
VM Networking
/
WS Wl Microsoft ! v
N BT Azure IS = et
S, \\ a
FortiDDos AWS Native Azure Native FortiADC FortiGSLB



Open Fabric Ecosystem
Best-in-class integrated solutions for comprehensive protection
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Certified
Training

No.l Cybersecurity Training Program
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A Technology and Learning Partner
Creating qualified professionals to close the cyber skills gap

@ 600,000+ @ 350+ —_ 100+ T=zs B CyberSkllls

Certifications Security academies AR Countries with ATCs = Pa rtnersl‘nps

IT Awareness Program Step  Level Objective Step  Level Objective

Free set of tools for all customers to use via the Learning NSE 1 T, RSE NSEBL L Anglas
Management System SUNCDLON 7 FURIE QY

NSE2  Solutions - Public ‘ NSE6  Specialist

Strategic Pa rtnerShips 3 NSE 3 Products b NSE 7 Architect

Company imports NSE training curriculum into this
training platform

NSE 4  Professional NSE8  Expert
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Journey to your
Ist SMB Sale




Define your 30-60-90 Day Plan

F:ERTINET
PARTNER PORTAL

MANAGE OPPORTUNITIES ~  ENGAGE PARTNER PROGRAM v  PRODUCTS/SOLUTIONS »  SALES/MARKETING ~  TECHNICAL v  TRAINING v  ASSETS

Succeeding
with
Fortinet

Welcome to the Fortinet Partner Program!
The Fortinet Partner Program Knowdedge Genter ia designed o help you get up to apesd and making money with Fortinet a= quickly az possible.

Following the 30-80-00 day on-boarding plan cutlined below will enaure familianty — and auccees — with Fortinet, our programa, producta, and profit-enhancing
service opportunities. We look forward to working hand-in-hand with you to build your busineaa while you leverage the leading position Fortinet haz in the
marketplace.

VIEW THE 30-60-90 PLAN

Source: Why Fortinet Guide, Fortinet partner portal

YOURFIRST 30 DAYS: BOOST YOUR KNOWLEDGE

Maximise your profit and growth as quickly as
possible. Use the first 30 days to understand

where Fortinet fits within your go-to-market strategy
and how we can work together to increase your
time to revenue.

60 DAYS: BUILD A STRONG FOUNDATION FOR GROWTH

By understanding which Fortinet products and
solutions are right for your business, you should begin
to solidify your go-to market strategy. We have tools
to help you, including Deal Registration, Trade Up
Programs, and access to demo kit.

90 DAYS: INCREASE PROFITABILITY WITH FORTINET

Did you know that partners who run assessments
convert more opportunities and halve the sales cycle?
Engaging a customer in a Cyber Threat Assessment,
also helps you uncover additional opportunities to
cross sell and upsell with the Fortinet Security Fabric.
Ask about Exclusive Network’s CTAP Loan Pool and
assisted CTAP service.



Get Certified

Certified partners earnup to 5
times more revenue.

F O RATINET Irrs LS

ETWORK
ECURITY
XPERT

)

( DOWNLOAD NSE GUIDE

Source: Why Fortinet Guide, Fortinet partner portal

Encourage your sales people to take NSE1 and NSE2 for a
basic overview that can be completed online quickly.

To work towards SELECT - the next partner level, you will need
at least 2 sales people to be NSET and NSE2 certified plus one
technical person to be NSE4 qualified.

Exclusive Networks Authorised Training Centre also offer
Fortinet certified training courses. And for technical people
already familiar with the day to day configuration and
management of Fortinet FortiGates, or simply needing to
recertify, we run revision bootcamps to provide a refresher
before taking the NSE4 exam.

ADVOCATE

INTEGRATOR

SELECT




Halve the Sales Cycle

Accelerate Purchase

Control Conversation

Become Trusted Advisor

Increase Close Rate to nearly 90%
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PROMOTE SELL

‘Why Run a CTAP for NGFW?

it e

CHECK OUT THE CTAP AND SD-WAN ASSESSMENT MARKETING KITS
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Set CTAP as a Key Target
of 90 Days Onboarding

Free assessment of your
prospects network

Shorten the sales Cycle
by 50%



We reward your SMB Sales!

FiERTINET

PARTNEH POHTAL

FortiOS 7.0 Global Live Release I

SM B BOOSTER Join us live for the big announcement

Thursday 8th April 2021
Earn UP TO 7 500 extra points by closing a SMB deal!

- Every $2,500* deal earns 1000 points ($100)
- Every $5,000* deal earns 2500 points ($250)
« Every $10,000* deal earns 5000 points ($500)

« Every $15,000* deal earns 7500 points ($750)

New Zero Trust Network New Engage Specialization
Access Supports the Evolution Webinars for April
of VPN
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( SPEAK TO THE TEAM FOR MORE INFORMATION
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